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Speak Up Policy

INTRODUCTION

At Syensqo, we protect our culture of integrity. We strive to uphold strong ethical and
regulatory standards at all times, ensuring our actions align with policies, procedures
and with our values and actively contribute to the future of a trusted company.

Integrity means fostering an environment in which every person feels confident and
comfortable to speak up and raise concerns in good faith when witnessing potential
breaches of law, policies, ethics and compliance standards or Syensqo’s Code of
Business Integrity. It is about being committed to doing the right thing and about
generating a respectful, energising and enjoyable work environment that enables us
to perform at our best. We also invite third parties who interact with Syensqo to raise
concerns when appropriate.

We cannot address and remediate breaches unless we are aware of them.
This policy which is part of the Syensqo Speak up Program describes :

- the principles of confidentiality and anonymity (if legally permitted), when
reporting in good faith a concern, an actual or potential breach of law,
policies or our Code of Business Integrity;

- the principles of non-retaliation towards people who report breaches of law,
policies or our Code of Business Integrity in good faith;

- the procedure for reporting actual or potential breaches of law, policies or our
Code of Business Integrity.

This policy is available on the Syensqo's website

[https://www.syensgo.com/en/about-us/ethics-and-compliance/code-business-inte

grity/], and intranet

nks] and may be updated from time to time. It is applicable to each legal entity in the
Syensqo Group ("Syensqo”). Each legal entity will be defined as “the Company” for the
purpose of this Policy.
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This policy, the reporting channels and procedures are compliant with the
requirements of applicable local laws.

1 SCOPE
1.1.  Who can use the Syensqo reporting channels?

The Syensqo reporting channels are accessible to all employees (including Syensqo
employees, former employees and candidates in a recruitment process, volunteers
and trainees) as well as to any other third party (such as applicants, directors,
shareholders, self-employed persons, consultants, contractors, suppliers and

customers).
1.2.  Scope and matter types

The following matter types or reporting categories can be used to report any actual
or potential breach of law, policies or our Code of Business Integrity, as well as any
information about such breaches and attempts to conceal such breaches:

e Accounting, Auditing Matters, Finance and Banking
o Antitrust/Competition

e Bribery/Corruption

e« Computer, Email, Internet use and Social Media

o Confidentiality and Misappropriation

o Conflict of Interest

o Data Privacy

e Discrimination

e Diversity and Inclusion

e Embezzlement, Theft, Robbery

e Public Procurement

e Protection of the environmental and Health, or Safety
e Consumer Protection

e Harassment including Retaliation

« HR Matters

¢ Human Rights violations

« Insider Trading/Securities Violations



e International Trade/Trade Compliance

« Misconduct or Inappropriate Behaviour (deliberate or not)
e Substance Abuse

e Violence or Threat

e Fraud

e Other

A detailed description of each reporting category above is included in Appendix 1.
2. Reporting in good faith

Reports must be made in good faith; if you raise a concern about a potential or
actual breach of law, policies or the Code of Business Integrity (“the reporting
person”), you need to have reasonable grounds to believe that the information is true
at the time of reporting.

If the report is not made in good faith or is made with the sole purpose of domaging
others, Syensqo or the Company can take appropriate disciplinary and/or judicial

actions against the reporting person in line with the applicable local laws.
3. Syensqo reporting procedures

If you have any concerns or information about actual or potential breaches, you are
encouraged to report it to Syensgo as soon as possible.

If you are a Syensqo employee, you can always reach out to and speak with your line
manager or supervisor. Part of his/her job is to listen to your concerns and act on

them appropriately.

If you are a Syensgo employee or a third party, you are encouraged to use the
Syensqgo reporting channels for reporting an actual or potential breach in line with the
reporting procedures in this policy.

You can also reach out to any other person within Syensgo who will refer you to the

Syensqo reporting channels when appropriate.
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3.1. Syensqo reporting channels
You can use the following Syensqo reporting channels:

- the Syensqo Ethics Helpline
[httos://www.sven m/en t- thics-and-complian thics-helpli
nel; or

- an email or a phone call to the Regional Compliance Officer or the Chief
Compliance Officer.

Your report will be directly addressed and handled by Compliance professionals and

every report will be taken seriously and followed up thoroughly.

3.1.1. Syensqo Ethics Helpline

The Syensqo Ethics Helpline is a safe, reliable, and convenient method to report any
actual or potential breach as mentioned under section 2.2. The platform is run by an
experienced third-party provider and you can trust that this reporting method is
easy-to-use and confidential. Compliance officers will follow up on the report once
you have submitted it through the Ethics Helpline.

You can report any concerns through the Syensqo Ethics Helpline (see Appendix 2).

It is toll-free and globally available to all Syensqo employees and third parties 24
hours a day, 7 days a week, 365 days a year; you can call anytime from anywhere.
You can make a report in 19 languages. No call-tracing or recording devices are used.
You can find more details about the Syensqo Ethics Helpline in Appendix 2.

3.1.2. Chief Compliance Officer and Regional Compliance Officers

You will find the contact details of the Chief Compliance Officer and the Regional
Compliance Officers in Appendix 3.
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3.2. Anonymous reporting

We strongly encourage you to identify yourself, as this is helpful to properly and

thoroughly follow up, investigate and address the reports.

However, if you would feel uncomfortable identifying yourself, you may choose to
remain anonymous. An anonymous report will be taken just as seriously as a
non-anonymous report and will be handled according to the applicable local laws. If
you wish to remain anonymous, you can do so by registering your report with the
Syensqo Ethics Helpline by clearly choosing that option.

3.3. Whatinformation should you include in your report?

We encourage you to be as precise as possible and provide as many details as
possible when reporting a concern or a breach.

To facilitate the investigation, your report should ideally include the following details

(when the relevant information is known to you):

e a detailed description of the reported events;

e 0 detailed description of how and when the events came to your
attention;

e the date and place of the events;

e the names and job positions of the persons involved, or information
enabling their identification;

e the names of any witnesses, if any, who may confirm the reported
events or provide any additional information;

e whether anyone within Syensqo is aware of the events and whether
anyone tried to cover up or hide the existence of such events;

e how the reported events harm or could harm potentially Syensqo;

e your name (unless if your report is anonymous);

e any other information or elements that may help the investigation team.

When you report through the Syensqo Ethics Helpline, these questions will be asked to
you through the platform.



3.4. Howisyourreport handled by Syensqo?
3.4.1. Procedure
1 - Acknowledgment of receipt

You will receive an acknowledgement of receipt of the report within 7 days. Reporting
through the Syensqo Ethics Helpline will generate a file number which allows you to

easily follow up on the report’s progress.

2 - Analysis of the report and follow-up

The Compliance Officer will assess the information provided in your report and, where
relevant, analyse the breach(es) reported and check if it is necessary to carry out an
in-depth investigation.

The Compliance Officer will communicate with you, ask you for additional information

if necessary, provide you feedback and/or follow up on potential new reports.

If you have chosen to remain anonymous, we encourage you to check the Syensqo
Ethics Helpline periodically to learn about the status of your report (in progress or
closed) or to answer any possible additional questions raised through the Syensqo
Ethics Helpline.

3- S
The Compliance Officer will decide whether a more in depth investigation is needed.

The Compliance Officer will take the lead in the investigation and may be assisted by
internal experts and/or external experts as appropriate.

Investigations will be conducted thoroughly with due regard to the principles of (i)
confidentiality, (i) anonymity (if applicable), (iii) objectivity and fairness to all parties

involved and (iv) non-retaliation.



4 - Feedback

The Compliance Officer will provide you with appropriate feedback within
reasonable timeframe, not exceeding three months from the date of the
acknowledgement of receipt of the report. If the investigation could not be finalised
within such time frame, you will receive an update. Feedback will be shared taking
into account confidentiality obligations. If you made a report anonymously, we
encourage you to periodically check the status of your report on the Syensqo Ethics
Helpline.

5 - Investigation report

Following the investigation, the Compliance Officer, if applicable, will prepare a report
describing the investigation measures and actions to be taken. The report may be
shared with the senior management of Syensqo on a need-to-know basis only.

The final report will include the findings and the actions to be taken:

In the event that a breach is substantiated, relevant measures and
disciplinary actions may be taken with the aim of remediating the
breach and protecting Syensqo

ii. In case the investigation shows that there is insufficient or no evidence
of the alleged breach, no further action will be taken. Process
improvements may however still be required as well as feedback to the

implicated parties

3.4.2. Compliance Officers

All reports will be addressed and handled by independent, dedicated and trained
compliance professionals. They are part of the Ethics & Compliance department at
Syensqgo, reporting to the Chief Compliance Officer. They are duly trained to conduct
investigations and may, on a “need to" basis, ask assistance from internal or external
experts and will treat the report confidentially to the best extent possible.

Syensqo’s Board of Directors oversees the Company’'s Corporate Governance and
Ethics & Compliance strategy. The Speak Up Policy has been approved by the



Executive Leadership Team and the Board of Directors, and the Chief Compliance
Officer is accountable for its implementation. The Chief Compliance Officer reports
annually to the Audit Committee of Syensqo’s Board of Directors about the Speak Up

Program, trends and data in accordance with the confidentiality obligations.
3.5. Record keeping

Syensqo and/or the Company keeps records of all reports received, in compliance
with the confidentiality requirements provided in section 5.1 of this policy.

4. SPEAK UP PRINCIPLES

This policy is based on the three following key principles: confidentiality, anonymity
and non-retaliation.

4.1. Confidentiality

Syensqgo takes the necessary measures to ensure that reports and information that
could reveal your identity remain confidential and are only disclosed on a
need-to-know basis or if foreseen by local laws. Other information also remains
confidential and can only be shared on a need-to-know basis.

4.2. Anonymity

Anonymity of the reporting person is explained under section 4.2.

4.3. Protection against retaliation

Regardless of how you report a breach, you are protected from any form of
retaliation. Any person mentioned in section 2.1, who reports a breach of law, policies
and the Code of Business Integrity in good faith according to this policy will be

protected against retaliation under the Syensqo Speak Up Program.

Any person, regardless of position, who engages in retaliatory behaviour will be

subject to disciplinary or judicial actions in accordance with the applicable local laws.



5. Provisions applicable to EU countries only
5.1 Compliance with EU law and local laws

This policy and the aforementioned reporting channels and procedures are
compliant with the requirements of the Directive (EU) 2019/1937 of the European
Parliament and of the Council of 23 October 2019 on the protection of persons who
report breaches of Union Law (The Directive) and applicable local laws.

5.2. Scope

Although the EU law and local laws might be more restrictive, the Syensqo reporting
channels allow reporting on actual or potential breaches of all matters mentioned in

section 2.2.
5.3. Syensqo reporting channels
See section 3.4.1. (Syensqo Ethics Helpline) and 3.4.2 (Compliance Officers).

It is recommended to use the Syensqgo reporting channels mentioned under section
41 to make a report. For Belgium, Italy and France: if you would nevertheless feel
uncomfortable using the Syensqo reporting channels mentioned under section 4., it
is also possible to report via the local point of contact (the “local Whistleblowing
Officer”).

5.3.1. Local reporting channels

You can use the following channels:

- aface-to-face meeting with the local Whistleblowing Officer;

- an e-mail to the local Whistleblowing Officer.
The contact information of the local Whistleblowing Officers are available in
Appendix 4.



5.3.2. Anonymous reporting

For anonymous reporting, we encourage you to use the Syensqgo Ethics Helpline. A
specific feature in the Helpline is installed to enable making anonymous reports in a

very easy and accessible way.

If you nevertheless feel uncomfortable using the Syensqgo Ethics Helpline and you still
wish to report anonymously for Belgium, Italy and France, you can address an email
to the local Whistleblowing Officer, through an email provider (Outlook, Gmail etc.),

from which your identity cannot be deducted.
5.4. Procedure
See section 3.4.1.

We strongly encourage you to use the Syensqo reporting channels mentioned under
section 4.. as your report will be handled by independent, dedicated and trained
Ethics & Compliance professionals. If you nevertheless feel uncomfortable, you can

reach out to the local Whistleblowing Officer and the following procedure will apply.

You will receive an acknowledgement of receipt of the report within 7 days of the
receipt. The local Whistleblowing Officer will assess the information provided in your
report and will communicate with you, ask you for additional information if necessary,
provide you feedback and follow up on potential new reports. The local
Whistleblowing Officer consults with the Compliance Officer to conduct an
investigation. The local Whistleblowing Officer will provide you appropriate feedback
within a reasonable timeframe, not exceeding three months from the date of the
acknowledgement of receipt of the report. If the investigation could not be finalised,
you will receive an update. Feedback will be shared taking into account confidentiality

obligations.
5.5. Confidentiality and protection against retaliation

Confidentiality and the protection against retaliation under the EU law and the local

laws of EU countries are only applicable for reports related to breaches as foreseen



by local laws. Syensgo will comply with additional protective measures foreseen in
the local laws of EU countries, if needed.

5.6. External reporting channels

You can use an external reporting channel after having first reported through the
Syensgo reporting channels or can go directly through the external reporting
channels if you consider it more appropriate. Be aware that external reporting
channels outside of Syensgo can only be used for reports related to breaches
regarding well-defined matters. More information about these external reporting

channels can be found in Appendix 5.
6. PROCESSING OF PERSONAL DATA

In the framework of the internal reporting procedures, the Company is considered as
a joint data controller for the processing of personal data together with Syensqo.

In this framework, personal data may also be communicated to external service
providers, in particular to Navey, i.e. the provider in charge of the platform for the

Syensqgo Ethics Helpline, who will act as data processor.

Any processing of personal data carried out pursuant to this policy will be carried out
in accordance with the applicable personal data protection laws, including the
European General Data Protection Regulation ("GDPR") and local data protection laws.

The following personal data may be processed in the context of a report: your name,
function, start date of collaboration (if Gppliccble), contact information and e-maiil
address unless the report is done anonymously, and of persons, involved in the
breach, any identified or identifiable information provided by you and collected in the
context of the internal investigation. This processing of data is done in the context of
complying with a legal obligation and/or the legitimate interest of the Company, to
the extent that the internal reporting channel exceeds legal objectives, in particular
the detection of breaches, ensuring the security and ethical conduct of the Company
and/or Syensqo.



Personal data which are manifestly not relevant for the handling of a report shall not
be collected or, if accidently collected, shall be deleted without undue delay. Relevant
data will be kept until the breach reported is expired and in any case for a period of

five years after the report.

These data can also be transmitted outside the European Economic Area and/or be
accessed from countries outside the European Economic Area to Syensqo's entities
and to our subcontractors involved in the process. Syensgo has taken the appropriate
safeguards to ensure the security of the data. You may request additional
information in this respect and obtain a copy of the applied safeguard by exercising

your rights as set out below.

All individuals whose personal data are processed in the context of reports of
breaches have, within the applicable legal conditions, the right to access and copy,
right to rectification, right to data erasure (providing that there is no limitation from a
legal obligation), right to object (unless the legal basis is a legal obligation), right to
limit the processing activity and the right to lodge a complaint with the supervisory
authority in accordance with applicable law. However, these rights may be limited by
the rights and freedoms of others, in particular the reporting person’s right to

confidentiality and the Company's right to follow-up on the report properly.

For more information on the processing of personal data,please refer to the Navex
Privacy Notice and Syensqgo Privacy Policy (attached in Appendix 6).

7. ENTRY INTO FORCE

This policy is effective from January 1%

, 2024 for an indefinite period.
Syensgo may amend this policy at any time, including but not limited to changes in
relevant legislation and/or operational needs.

Appendices:
e Appendix I: Speak Up matters and their description
e Appendix 2: Ethics Helpline
e Appendix 3: Chief Compliance Officer and Regional Compliance Officers

e Appendix 4: Local Whistleblowing Officers
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Appendix2 Ethics Helpline
1 Making a Report by Phone

The telephone service is available in all countries where Syensgo operates.

1.1. Direct call

The countries below have a direct contact number. In these cases, there are no

additional steps you need to take, just dial the phone number corresponding to your
country:
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Latvia 80 000 101 Vietnam 024 4458 1809
Luxembourg 800 25132
1.2 Other countries

For the countries below there is no phone humber available. Please make your report

using one of the other channels available listed above.

- Congo (Democratic Republic of Congo);
- Mongolig;

- Morocco;

- Ukraine;

- Zambia.
2, Making a report online
You can make a report online:
e by accessing the web intake site’s URL [syensqo.ethicspoint.com] using a

computer;

e by using a mobile phone and

(i) accessing the web intake site’s URL [https://syensgo.navexone.eu), or

(ii) scanning the QR Code:
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Appendix3 Chief Compliance Officer and Regional Compliance Officers
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Appendix5 External reporting channels

This appendix includes the external reporting channels available in each European
country where Syensqo operates.

European Agencies:
- European Anti-Fraud Office (OLAF) Report fraud:

https://european-union.europa.eu/index_en
- European Maritime Safety Agency (EMSA): http://www.emsa.europa.eu/

« European Aviation Safety Agency (EASA):
https://www.easa.europa.eu/confidential-safety-reporting

- European Security and Markets Authority (ESMA):
https:[waw.esmo.europo.eu[investor—corner[mcke-comploint

- European Medicines Agency (EMA):
https://www.ema.europa.eu/en/about-us/contacts-european-medicines-agency#re
port-an-issue-with-an-authorised-product-section

« European Commission How to make a complaint at EU level | European Commission
(ntt o o
d-complaints/complaints-about-breaches-eu-law-member-states/how-make-co

mplaint-eu-level en)

WWww.syensqo.com
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Appendix 6 Privacy notice and privacy policy

6.1. Navex Privacy Notice

DATA PRIVACY NOTICE AND CONSENT
The data privacy regulations of some countries require that a person making a report
containing personal data must be notified of certain collection and retention
practices regarding information submitted through this system, as well as consent to
certain terms and conditions regarding the information submitted by that person.
Because you have indicated that you either live in or are reporting about a matter
that occurred in a country with such regulations, you are being asked to read and
accept the terms contained in the Consent below. If you do not wish to accept the
terms below, we are unable to accept any information through this system and would
ask that you please report this matter to your local Management, Human Resources,
the Law Department or Regional Compliance Officer instead.
The Syensqgo Ethics Helpline site is a confidential online reporting system operated by
EthicsPoint and provided by Syensgo to allow you to ask questions and to report
incidents. Use of the Syensgo Ethics Helpline site is entirely voluntary. You are
encouraged to follow our existing internal reporting processes, but if you feel that you
are unable to do so, you may use the Syensqo Ethics Helpline to do so. If your concern
pertains to issues not listed, you are encouraged to report them to local
management or through our other established reporting channels.
Before proceeding further, please read the notice below and, if you agree, check the
consent box that follows. You will then be able to submit a report or question on the
Syensqgo Ethics Helpline site. If you do not provide your consent, you will not be able to
submit a report or question.
Please be aware that the information you supply about yourself, your colleagues, or
any aspect of the company’s operations may result in decisions that affect others.
Therefore, we ask that you only provide information that, to the best of your
knowledge, is correct and factual. While you will not be sanctioned for submitting
information in good faith, even if it later turns out to be incorrect, knowingly providing
false or misleading information will not be tolerated. The information you submit will
be treated confidentially and we encourage you to identify yourself in order for us to
follow up with questions we may have.

What Information is collected?
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The Syensgo Ethics Helpline captures the following information: your name and
contact details, any question you may have, the name and title of all individuals you
may be reporting, and a description of any questionable conduct, including all

relevant details.
. E . 5

The information you provide will be stored on servers hosted by EthicsPoint, Inc. in
Frankfurt, Germany (“EthicsPoint”). As EthicsPoint is an American company, Syensqo
has entered into a data processing agreement ('DPA") providing data protection
guarantees equivalent to those set out in European legislation ("GDPR’). Unless
otherwise required by law, the information within the Syensqo Ethics Helpline
database may only be reviewed and used by those individuals who need to access
the data to fulfill their job duties. These individuals are the Syensqo's compliance
officers, the Syensqo Group General Counsel and the technical staff at EthicsPoint.
Those individuals may be located in the United States. In addition, all information you
provide may be stored by Syensqo in the course of answering your question(s) or
investigating the report.

Syensqgo will evaluate the information you provide, and may conduct an investigation

and/or take corrective action.

Please note that because of applicable laws, individuals you identify through the
Syensqo Ethics Helpline site may be informed about the fact that a report has been
made. However, the information you provide will not reveal your name or identity. In
addition, all such individuals you identify will have the right to respond to or correct
information you reported.

Any information you submit that is not needed to answer your question or for the
investigation of any incident will be deleted or archived, as permitted by local law. In
addition, once we have responded to your question or completed any investigation,
all information you submitted will be deleted or archived, as appropriate and
permitted by local law. Syensgo will take adequate technical, organisational, and
legal steps to secure the information you provide. Syensgo also requires EthicsPoint to
adequately secure your personal data and not use it for any unauthorised purposes.
(See the EthicsPoint, Inc. Privacy Policy for additional information:

http://www.ethicspoint.com/privacy-policy/).
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The process of submitting a report via the website [http://syensgo.ethicspoint.com)],

includes the acknowledgment of the “Information notice regarding whistleblowing”.
For more information on the Navex Privacy Statement please consult the website

[https://www.navex.com], available at the bottom of the webpage.

6.2. Syensqo Data Protection Policy

You can consult at any time the applicable Syensqo Data Protection Policy, Privacy
Policy and Cookie Policy always available in the “Privacy & Cookie Policy” section at
WWW.SYensgo.com.

For more information about the processing of your personal datag, you can contact
the Syensqo Data Protection & Privacy Office as specified in the above policies.

As of 01/01/2024

*10/12/2024: Revision of section '34.2 Compliance Officers' for clarification in line with CSRD requirements.

WWww.syensqo.com
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